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Information Security Policy

1. Objective

To define the information security management framework, define the basic
objectives and principles for information security and emphasize that the management
supports the information security management system.

2. Scope

The principles determined to support the strategic goals of-the Institution, to protect
the reputation of the Institution, and to ensure compliance with the relevant regulations are
within the scope of the Information Security Policy. The_sanctions specified in the Teklas
Disciplinary Regulation are applied to the personnel who act contrary to the determined

policy.

3. Policy
As an organization, we undertake to:

e meet information security obligations‘arising from national or international regulations, legal
requirements, agreements with‘internal and external stakeholders,

e implement a risk management process to ensure the accessibility, integrity, and
confidentiality of critical information belonging to our organization and related parties,

e maintain the basic/supportive business activities of our Organization with minimum
interruption in the*face of any adversity,

e Implementing and continuously improving the management system based on ISMS Standards

in order to protect the information assets of our organization and our stakeholders, to keep
them up to date, and to ensure their accessibility when needed.
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